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ZDNet - Never been a better time to as-
pire to be a chief technology officer, study 
shows 

Top CTO responsibilities cited in the survey include C-suite and 
board advisory (88%), software development lifecycle (72%), cy-
bersecurity (69%), innovation strategy (61%), and business conti-
nuity (59%). CTOs also add data to their list of central responsibili-
ties 

VentureBeat - The positive side of ran-
somware for data transformation 

The new architecture should be more responsive and interface 
with enterprise data via a smart API that can automate the pro-
cesses by which data is fetched, merged, transformed, secured, 
and delivered, all without users having to put in a request to the 
data team. 

Cnet - Privacy myths busted: Protecting 
your mobile privacy is even harder than 
you think 

Dozens of settings in your phone's operating system and within 
your apps would need to be changed before you could say you'd 
completed the first two steps. That's why the final step -- in-
stalling privacy-focused apps like a VPN, Signal Messenger, Brave 
Browser, DuckDuckGo and the BitWarden password manager -- is 
crucial 

eWeek - Secure Access Service Edge: Big 
Benefits, Big Challenges 

The more difficult part of realizing SASE is the need for a security 
architecture that can be fully integrated and managed, much like 
software-defined networks are. But the majority of enterprises 
currently have a hodge-podge of security products in place that 
are nearly always stand-alone. 

TMCnet - Biggest Cyber Threats That Small 
Businesses Face 

''The absolute biggest mistake companies make about cybersecu-
rity insurance and cybersecurity, in general, is that they don't 
need it and that they are not a target. And even worse, they think 
they are already protected'', 

1/13/2021 11:00 am EST 
OneTrust - The Automated Data Map: Your Foundation for Privacy, Security, 
and Governance 

1/18/2021 11:00 am EST Veriato - Insider Threat in the Healthcare Sector  

1/20/2021 - 1:00 pm CST ARMA & Onna - Maintaining Data Privacy During the Great Resignation 

1/26/2022 - 1/27/2022 The Rise of Privacy Tech’s Data Privacy Week 2022 

4/18/2021 - 4/20/2021 The Art of Third Party Risk conference 

Ontic Expands Real-Time Threat De-
tection Solution To Help Enterprises 
Gain Situational Awareness And Take 
Action 

As part of its launch, the company will integrate location-specific 
weather data from AccuWeather and enhanced interactive maps 
alongside the platforms’ already existing data sources including OSINT, 
real-time news, social media and dark web, technology systems and 
human intelligence. 

Pendulum raises $5.9M to help com-
panies identify potentially harmful 
narratives online 

Pendulum’s software is used by corporate risk intelligence groups with-
in Fortune 500 companies to identify risks and opportunities that arise 
from social media and other online content. It describes its technology 
as “narrative-based intelligence” which scans video, audio, text, and 
more. 

Fresh Warnings Issued Over Abuse of 
Google Services 

Once they have obtained the verification code, the scammer can cre-
ate a Google Voice number linked to the victim’s real phone number. 
They can then use the phone number to scam others and hide their 
identity. The verification code can also be used to access and hijack the 
victim’s Gmail account, the FBI said. 

Google Chrome rival Brave reports 
another big jump in users 

Brave argues that people want private browsers with tools that let 
them unshackle from the ad-sponsored internet that funds Amazon, 
Apple, Google, Facebook and Microsoft. 

Biometric authentication company 
iProov raises $70M 

The technology, which companies embed into their software via a soft-
ware development kit (SDK), leans on iProov’s so-called “genuine pres-
ence assurance” smarts, which ensures that the person trying to access 
a service is in fact a real person (e.g. not a photo or other representa-
tion) and that they are also the right person. 

Attackers Exploit Flaw in Google 
Docs’ Comments Feature 

Attackers are using the “Comments” feature of Google Docs to send 
malicious links in a phishing campaign targeted primarily at Outlook 
users, researchers have discovered. 

FTC threatens to take legal action 
against companies that don’t patch 
Log4j  

“Not addressing Log4j is worse than leaving your doors and windows 
unlocked and inviting an intruder in to raid your shelves, because it 
puts the data so many organizations collect on individuals at risk as 
well.” 
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